**ATP Modules**

The ATP Service, powered by Hornetsecurity, consists of 3 different mechanisms complementing each other:

|  |  |  |
| --- | --- | --- |
| **Module** | **Status** | **Follow up information required** |
| ATP-Filter (Sandbox engine, Freezing, URL scanning) | Now enabled on your account | None |
| ATP URL Rewriting | Will be enabled in 7-days | Whitelist required from you |
| Targeted Fraud Forensic Filter | Follow up information required to allow it to be enabled | Follow up information required to allow it to be enabled |

**Follow up Information Required from You**

|  |  |
| --- | --- |
| **Module** | **Information Required** |
| ATP URL Rewriting | Please reply to this ticket with a list of URL’s that are NOT to be scanned by the URL rewriter. These will typically be internal domain names and any personalised domain names for online platforms e.g. yourdomain.crmsystem.com. |
| Targeted Fraud Forensic Filter | Please reply to this ticket with a list of email addresses that are to be protected by TFFF. This will typically be senior managers in your organisation who are responsible for authorizing or initiating financial transactions, e.g. CEO, CFO, accounting manager, etc. |